Coalition Operations in the Global Village

by Dr. J. LeRoy Pearce

A village is defined in the Oxford dictionary as: “a group of houses etc. larger than a hamlet and smaller than a town; a small municipality with limited corporate powers”. The same reference indicates the term global pertains to “world-wide; pertaining to or embracing the whole of a group of items etc.” An examination of the word coalition indicates that it is a “fusion; or a temporary combination of parties that retain distinctive principles.” The immediate conclusion to be derived is that the title of this article and indeed that of TechNet 98 consists of multiple oxymorons or “figures of speech with pointed conjunction of seemingly contradictory expressions”. Seemingly contradictory meanings, trends, values, demands, and ethics are what permeate society today as we embark on the journey into the “Information Era”. This contradictory world is the theme for TechNet 98, the environment within which the Canadian Forces will have to operate and participate as part of “coalition force missions”. 

The Globalization of Society

The “old way” of doing business is no longer acceptable to society. A nineteenth century office without telephones could not “do business” in the twentieth century just as a twentieth century office without modern knowledge management will not be able to do business in the twenty-first century. The tools of knowledge management technology can be expected to have a profound but also a rapidly evolving effect on all human affairs. They will lead us to working in a shared cyberspace for crisis management, negotiations, understanding, creativity, and solutions. Often we think only of shared data bases but the true gains and advances will come from these other dimensions of knowledge invention and management in cyberspace.

A globalization of economies occurred in the nineteenth century and is still occurring today.  What is different today is that the nineteenth century globalization was driven by decreasing transportation costs due to the introduction of steam power to ships. Today’s globalization is the result of plunging communication and computing costs. This situation has the potential to make a much deeper national economic penetration or international integration possible; technology is enabling a new globalization of commerce. The economies at the beginning of the twentieth century were open and integrated as they are today but perhaps not to the same national depth. National ports of access for business were well defined. Within the European Common Market and the North American Free Trade Agreement, national boundaries still exist but several of the critical economic infrastructures, such as power and communication systems are integrated across national borders to a high degree. The electrons that carry the communications between the core infrastructures of nations do not carry passports nor do they stop for national customs and immigration inspections.

Just how is the current society and will it change as we move into this brave new world? A village concept implies that people in one section of the village can in some sense identify with the people who reside on the other side of the village. From early times homo sapien has sought out a tribe to belong to. What technology has given us is a communications infrastructure that simplified greatly our ability to talk over great distances and to learn in essentially “real time” what is happening on the other side of the world. As a result, world trade and the linking of our economies has expanded greatly. Some pundits, such as Davidson and Rees-Mogg, forecast the demise of the nation state while others such as Negroponte predict radical changes in our personal lives. Certainly the way we do business has and will continue to change. In his book Intellectual Capital: The New Wealth of Organizations, Steward indicates that not only must business focus on the use of information technology to lever a competitive edge in the market place, but the centre of gravity of business has now shifted to information and the associated networks. It is true that commerce is extensively international, but from a social perspective, it is suggested that the affinity between the peoples of the world has a long way to progress before the world can be declared to be a “global village” or a single “tribe”. Commerce in Europe has been greatly facilitated by the European Common Market but individual countries and cultural differences remain and show no signs of disappearing. The global communications net has enhanced greatly awareness of other peoples of the world, commerce, travel and exchanges between nations. Nevertheless, different nations, cultures and competitiveness between nations remain and can be expected to continue into the foreseeable future. We can expect to see “Integrated Community Networks” (to use a Nortel term), but a global village is more image than reality. The demise of the nation state is not on the near-term agenda.

The Revolution in Military Affairs


Information technology and modern information management techniques have and continue to enable a very significant change in military affairs. In a report from the U.S. National Defense Panel, some have compared the impact to that of gunpowder and have come to the conclusion that we are at the beginning of a “revolution in military affairs”. This judgement is left to the reader.


What is happening is the realization of a much more dynamic sensor to warrior cycle and the creation of a web type of structure amongst the deployed force elements. The time required to cycle through observe, orient, decide and action loops has reduced while the amount of data available and the options that can be considered has increased dramatically. Without an “automated”, computer based information system to aid and process data for the modern day commander, the competitive edge is not there. Superior information exploitation is essential to goal achievement in the new military affairs era.

A second factor that has occurred is the webbed interconnection of all of the force elements into an integrated whole. It is commonly understood in teams that the work of an integrated whole exceeds the sum of the individual parts. The web-like infrastructure is enabling superior performance through the synergy that can occur from the integration of individual force elements into a fighting whole. This leads to the expression of a strategy of “network centric warfare” as key to successful military affairs in the twenty-first century. All individual force elements and their capabilities, regardless of their location on the earth, will be part of a global, connected military resource pool available for use by commanders.

There is a significant trend in the commercial sector to extend the low-earth orbiting voice, cellular-like, communications concepts into the use of the extremely high frequency (EHF) or Ka frequency band region and to supply service to mobile data users. The implication is that wireless, high data rate network connection, direct via satellites, will be able to be purchased early in the twenty-first century as a commercial service from most locations on the earth. These orbiting satellites will be interconnected directly via laser communications inter-satellite links, most likely operating at rates in the region of 2 gigabits per second. In essence this will create a networked, transport shell for high-speed data, or an info-sphere above the earth that will be capable of being accessed by users anywhere on the earth, in a wireless fashion, using modest equipment.


A third very important factor is the increased potential of the use of information weapons, crisis management techniques and a strategy of containment or dismantling of the opponents campaign on a “bit by bit” basis. The mass on mass strategy of the industrial era is no longer affordable nor is now socially acceptable to an informed public more focused on the new world of the information era. Newer information operations strategies are being enabled by technology. In may situations, these information operations are and will continue to be just as important as the more traditional “hard-steel military operations”.

Coalition Network Centric Warfare

The use of coalition military operations will increasingly be the norm as nations come to appreciate the political and military advantages of such arrangements. Nevertheless, there are challenges to achieving success in coalition operations. One such challenge is the creation of a working arrangement in the area of networked communications, command and control, information systems (C3I). A second area of challenge is that of the doctrinal and organizational differences between the nations. The challenge of this latter area is not to be underestimated.

Each nation will bring national assets to a mission. They can be expected to remain connected to their respective national networks while there will be a requirement for them to form part of a coalition network. The technical capability to use the same national equipment to connect with other nations in a federation of networks or more likely, to a mission network is paramount. Nevertheless, the completely open, seamless interconnection of national networks is an ideal that is extremely unlikely to occur. A more accurate model for coalition or multinational C3I operations is one of either the formation of a special “mission net” or the partitioned, federated connection of segments of national domains as is appropriate to the scale of the mission. The ability of nations to release national information into the federated network is critical to success. Multi-level security and management techniques for partitioned network domains will be critical to a successful multi-nation C3I infrastructure. Indeed, who talks to whom must be a matter of doctrine and need, not the technological infrastructure.

It was this model that was investigated during the Joint Warrior Interoperability Demonstration (JWID) ’97 with the creation of a coalition wide area network (CWAN). Most coalition networks are ad hoc in nature. “What do we have that can be quickly lashed together to work?” is a question that is often heard at the beginning of a coalition operation. JWID ’97 was a start towards proactively planning for “ad hoc” coalition arrangements. These will increasingly be important in a world of global awareness of world affairs.

Technology is but one aspect of a successful Command and Control organization. While the federated network domains may be able to function together (notwithstanding the technology gaps between nations) the national differences in doctrine, procedures, organizational structure, strategies, training levels, and culture are indeed complicating factors. In some situations, these factors may well be advantages as the different perspectives can facilitate alternate conclusions and options. The challenge is how to capitalize on the advantages and manage the constraining factors. In evolving the infrastructure for a multi-national operation it is important to consider the words of Sir Winston Churchill: 

“In war it is not always possible to have everything go exactly as one likes. In working with allies it sometimes happens that they develop opinions of their own.”

Nations tend to develop their infrastructures in isolation from the ad hoc coalitions they will likely be used in.

The Way Ahead

Multi-national missions introduce issues and opportunities that tend not to exist in homogenous, single nation Force Structures. Military commanders are still in the process of understanding the full impact of the information era on military affairs. With training and doctrine rooted in the industrial era, commanders and planners for military affairs are attempting to adjust and map the way ahead into the twenty-first century while at the same time sorting through the implications of multi-national operations. Often it is the human and organizational factors that are most frequently cited as being problematic in coalition operations. Our backgrounds are different from nation to nation. With our new tools and awareness of world affairs, the challenge will be to work out the new arrangements for working together.

In the new networked society, people are struggling with different cultures, ethics, traditions, laws and legal systems. The use of our historical norms in new and at times confusing situations is the challenge for our society and military as we move into the twenty-first century. Some of these issues will see debate at TechNet ’98.

Dr Pearce is the Senior Technology Advisor to the Defence Chief Information Officer at National Defence Headquarters in Ottawa, Ont.
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